|  |  |
| --- | --- |
| **App #1 Link:** [**https://apkcombo.com/fastcent-quick-loan-in-nigeria/com.ng.FastCent/**](https://apkcombo.com/fastcent-quick-loan-in-nigeria/com.ng.FastCent/) | |
| **Verdict:**  **Package Name:** | **TP for Spyware Dataype: SMS**  **com.indoasis.coindcx.bright.groww.bfl.gpay.money** |
| **Verdict justification and supporting evidence Manual Review:** | |
| **Framework** |  |
| **Relevant Permission** | 1. We will check usage of getContactPhoneList( ) method. |
| **Code Evidence & Reasoning** | 1. We will select first result as it is returning list.      1. Here we will check shaChAllInfo( ) method.        1. Str is passed into onPresenterUploadFile( ) .Now we will check declaration of this method.      1. Again we will check decalartion of onPresenterUploadFIle( ) method at line 44.      1. Here we are getting end url in POST method. 2. Now we will check getMyApi( ) method defined at line 44 as shown in above screenshot.        1. Here we are getting Retrofit.Builder( ) in which baseurl is defined as shown below.      1. Now we will check ENVIR\_BASE\_API.      1. Here we are getting base url. |
| **Description** | Hence based on the above evidence, it is suggested to mark the app as **`TTP for Spyware`** |

|  |  |
| --- | --- |
| **App #2 Link:** | |
| **Verdict:**  **Package Name:** | **TTP for Spyware Dataype: Contacts, Images**  **com.ng.FastCent** |
| **Verdict justification and supporting evidence Manual Review:** | |
| **Framework** |  |
| **Relevant Permission** |  |
| **Code Evidence & Reasoning** |  |
| **Description** | Hence based on the above evidence, it is suggested to mark the app as **`TP for Spyware` #unabletoanalyze\_flutter\_tp** |